VIVEK KUMAR MAHTO
Contact- 7870315616 / 7717783825

E-mail – vivekkumarina@gmail.com
New Delhi, India

LinkedIn- https://www.linkedin.com/in/vivek-kumar-0a25b365/

CARRER OBJECTIVE:

Dedicated and organized recruitments specialist. Familiar conducting interviews with multiple candidates to identify the one with the most potential. Hold 5+ years of experience in Technical industry with 2 years in management and human resources. Excellent communication abilities, including written and oral, professional and interpersonal. Developed evaluation, critical thinking, active listening, and decision-making skills as well as a strong attention to small details.

A skilled and the excellent knowledge of Computer Application.To obtain position of information security analyst in an organization that will give me an opportunity to provide top-notch security services. Good communication skills with very good customer service knowledge and system troubleshooting. Also have a ability to grow business using digital platform.

EDUCATIONAL QUALIFICATION:
	EXAM
	BOARD/UNIVERSITY
	PASSING YEAR
	DIVISION
	PERCENTAGE

	Matriculation
	C.B.S.E
	2010
	2nd
	58.6

	Intermediate
	N.I.O.S
	2012
	1st
	71

	Diploma (system & Networks)
	NIIT
	2011-2013
	GOOD
	73

	CCNA
	NIIT
	2013
	Completed
	Training

	Graduation BSc.IT
	Jaipur National University
	2013-2016
	1st
	              74



   EXTRA QUALIFICATION:
· Intel certified Advisor in Selling fundamentals in 2012.
· Certified Information Security Consultant (CISC)

· Certified Professional Forensics Analyst (CPFA)

· Cisco Certified Network Associate (Training)

· Certified Ethical Hacker (CEH)


· Omnipoint Services Inc. as a Recruitment Specialist.



(Mar2020-Present)
New Delhi, India
· Working with Recruiters team and hiring managers to understand the different requirements of the role as per the client need.
· Worked on mainly Healthcare positions with some IT positions as well.
· Making strategies to source a accurate and perfect fit talents for different requirements.

· Finding and sourcing candidates using different techniques like Boolean search and also used different sourcing platform like LinkedIn.

· Screening resume and screening candidates according to their experience and qualification.
· Develop sourcing strategies with Client partners and Talent Sourcing Manager to achieve organization’s short and long term hiring goals

· Develop sourcing strategies in accord with Client partners and managers to achieve organization’s short and long term hiring goals

· Manage any advertising responses and provide feedback to unsuccessful candidates

· Build great relationships with passive candidates online and through networking calls

· Provide timely feedback to shortlisted candidates on their application

· Utilize your deep knowledge of online sourcing and networking to build talent

· Provide in depth research and market intelligence on competitor organizations

· Independent work, project management as well as joy of teamwork

· Creation of active sourcing strategies especially for software developers/architect and hardware engineers

· Continuous identification of new active and passive sourcing channels

· Responsible for ensuring the candidate pipeline generated from active sourcing

· Supports recruiting projects within Romania and other European countries through candidate research and pre-selection

· Close cooperation with recruiters throughout the entire project scale

· Identify potential candidates through various sourcing channels, mainly internet/social media, phone and other

· INA Solutions Inc as a Team Lead/Senior Information Technology Recruiter.
     (Mar2018-Feb2020)
Ranchi, Jharkhand,India
· Responsible for handling IT requirements from US based clients.
· Managed team of 20 recuiters with training them to tackle the problems that can occur during the recruitment process.

· Resposible for giving presentations to the team as well as the management for showcasing the progress graph and upcoming plans that can be implemented for more success of the company.
· Responsible for full-cycle recruiting: interview, offer, negotiation and closed candidates for

assigned requisitions.
· Sourcing from Job Portals (Monster, Dice, Career builder, Yahoo Hot Jobs), Making job postings on the Job Portal.

· Well versed about US Terms like W2, C2C, 1099, US Visas, etc.

· Responsible to work on Contract, Permanent & C2H (Contract to Hire) positions.
· Responsible for achieving a good conversion ratio of submittals into interview and placement.

· Responsible for Strategy Development process which includes understanding client requirements & mapping the relevant targets.

· Handled a team as well.

· Lead a small team with Accelerated Hire Motto.

· Maintain close contact with candidates/Vendors/ recruiters/offshore team.

· Weekly meetings with India offshore team with status update, discuss requirements to be worked as per the priorities, reset the focus as per the requirement need.

· Manage and handle issues of the offshore recruitment team.

· Publish progress report to management every week.

· Updated about technologies of the Client requirements and knowledge of current IT trends.

· Freelance with multiple clients 







(2017-2020)


Web App Penetration Tester

· No Supervisory responsibilities with this position

· Perform infrastructure and application penetration tests, as well as physical security review and social engineering tests for our global clients

· Perform application penetration tests across public and private networks

· Perform assessments of security awareness training using social engineering

· Develop testing scripts and procedures

· Develop and leverage custom exploits

· Work on improvements for provided security services, including the continuous enhancement of existing methodology material and supporting assets

· Perform web application, mobile application and network penetration tests

· Develop processes and implement tools and techniques to perform ongoing security assessments of the environment

· Analyze security test results, draw conclusions from results and develop targeted testing as deemed necessary

· Providing technical consultation on Security Tools and Technical Controls

· Development of ‘rules of engagement’ with partners

· Develop security standards, policies, automation scripts

· Perform security reviews of application designs and source code review

· Work with external vendors to perform penetration tests on network devices, operating systems, databases, and Applications as necessary

· Create and hold workshops illustrating the state of the art of various technologies and assessment strategies

· Work on improvements for security services, including the continuous enhancement of existing methodology material and supporting assets

· Communicate technical vulnerabilities and remediation steps to developers and management

· Be responsible for performing manual penetration testing and communicating your findings to both Business and Developers

· Provides assistance to system users relative to information systems security matters

· Work with application developers to validate, assess, understand root cause and mitigate vulnerabilities.

· CTG Security Solutions Pvt.Ltd,Bareilly 






(2017-2018)


Security Analyst/Centre Manager










· Determine the most effective way to protect computers, networks, software, data and information systems against any possible attacks

· Trainer of Govt. and Corporate sectors

· Training Seminars and Campaigns

· Hardware & Network Maintenance

· Troubleshooting of IT infrastructure

· BackUp & Recovery

· Business Development Executive

· Security Analyst

· Interview staff and heads of departments to determine specific security issues

· Perform vulnerability testing, risk analyses and security assessments

· Research security standards, security systems and authentication protocols

· Prepare cost estimates and identify integration issues for IT project managers

· Plan, research and design robust security architectures for any IT project

· Test security solutions using industry standard analysis criteria

· Deliver technical reports and formal papers on test findings

· Provide technical supervision for (and guidance to) a security team

· Define, implement and maintain corporate security policies

· Respond immediately to security-related incidents and provide a thorough post-event analysis

· Update and upgrade security systems as needed

· Monitor computer networks for security issues.

· Investigate security breaches and other cyber security incidents.

· Install security measures and operate software to protect systems and information infrastructure, including firewalls and data encryption programs.

· Document security breaches and assess the damage they cause.

· Work with security team to perform tests and uncover network vulnerabilities.

· Fix detected vulnerabilities to maintain a high-security standard.

· Stay current on IT security trends and news.

· Develop company-wide best practices for IT security.

· Perform penetration testing.

· Help colleagues install security software and understand information security management.

· Research security enhancements and make recommendations to management.

· Stay up-to-date on information technology trends and security standards.

· Identify and mitigate network vulnerabilities and explain how to avoid them.

· 6 months Training (Intern) in Institute of Information Security,Delhi in various sector of Information Security (2016-2017).

DECLARATION
I hereby declare that all the above statement made by me is true and correct from the best of my knowledge and belief, I understand I shall be, disqualifying if any of found incorrect.
WORK EXPERIENCE:








