RAKESH MOHANLAL BHATI
                                                                                                                                         Mobile: +91 8149139443  
 Email:  rakesh.bhati20@gmail.com
CAREER CONSPECTUS



· Having total 9.9 years of Experience in IT and 9.3 years of relevant Experience in Oracle Identity Management, Identity and Access Management and SailPoint IIQ which includes configuring, deploying, maintaining, troubleshooting and implementation of various web applications which run on Linux.
· Perform SailPoint IdentityIQ installation and configuration.

· Developed Custom java classes to fetch custom Tasks in SailPoint IIQ.
· Having good experience in setting up the IDM Suite products (OIM, OAM, and OVD/OID, SailPoint IIQ) infrastructure in Linux.
· Experience in Installing and Configuring Identity Management in LINUX servers in a clustered environment. 
· Designed and configured SailPoint IdentityIQ 7.2 to manage the identity and access of users to on-premise apps.
· Worked on custom and out of box workflows in SailPoint.
· Having experience in Configuring SSO in IAM with various Oracle Fusion Middleware technologies.

· Experience in OAM Setup, Access policy configurations, single sign on implementation, integrating with OHS.

· Experience in Identity and Access Management, OIM setup and configuration, provisioning, reconciliation, product customization using java, various connectors configuration.

· Having good experience in installation and integration of OHS server with other middleware components.

· Having good experience in Performance Tuning of JVM’s

· Having experience in troubleshoot issues in Production/QA environments as well as installation/configuration issues.

· Extensive working experience in setting up multiple domains, including Administration Serve

       rs, Managed Servers, Machines, Node managers in different cluster environments. 

· Deploying EJBs, J2EE Applications (EAR, WAR, RAR) on clustered environment, monitoring the Application servers, and Web server configuration, troubleshooting performance issues using the monitoring tools, Log messages and Log files.
· Having experience in managing and guiding in design, development and support of Identity and Access Management solutions including provisioning/de-provisioning workflows, UNIX authentication.
· Having experience in working closely with Software Architects to propose solutions and provide strategic technical direction across the team.
· Having experience of working in Agile environments.

· Having experience to manage, lead and motivate cross-functional teams including QA, Business Analysts and Vendors.
TECHNICAL SKILLS



	TECHNOLOGY
	TOOLS

	Operating Systems
	WINDOWS, UNIX

	Languages
	ORACLE PL/SQL, UNIX SHELL SCRIPTING, JAVA, BEAN SHELL, BPEL, ADF

	Application Servers
	WEBLOGIC 10.3, APACHE TOMCAT

	Web Servers
	OHS11g

	IAM Components
	OAM, OIM, OID/OVD, SOA, SAILPOINT IDENTITYIQ, SAILPOINT IDENTITY NOW

	Database
	ORACLE, MY SQL, SQL SERVER, DB2

	Tools
	PUTTY, WINSCP, WINSQL


EMPLOYMENT HISTORY


I. September 2018 – Present: Principal Global Services Pune
Position:  Lead Analyst

Principal Financial Group is a global financial investment management and insurance company headquartered in Des Moines, Iowa. The Principal Financial Group (Principal) offers businesses individuals and institutional clients a wide range of financial products and services including retirement, asset management and insurance, through its diverse family of financial services companies. Principal has offices in 18 countries throughout Asia, Australia, Europe, Latin America and North America. As of March 31, 2020, The Principal Financial Group had $496 billion in total assets under management and serves some 19.2 million customers worldwide

	Project Name
	Principal Financial Group

	Team size
	20

	Role
	SailPoint Identity Now Developer, Okta Developer

	Technologies
	Java, Unix, Bean shell, PowerShell, Rest Service

	Company
	Principal Global Services Pune

	Client
	Principal Financial Group

	Duration 
	August 2020 – Present

	Responsibilities
	· Experienced in IAM (Identity and Access Management) and responsible to install, integrate and deploy the Identity Now product in client environments. 
· Involved in access profile management, identity profile management and certification.

· Transformation logic for Email Alias, Display Name, Routing Email Address and Organizational Unit of a user depending upon the Employee – Type.

· SailPoint Identity Now Implementation strategized and implemented Identity and Access Management solutions for the client to strengthen the security posture and increase usability.
· Troubleshooting and resolving access management and provisioning workflow errors.
· Establishes and maintains good working relationships with all IAM customers

· Participate in development of roadmaps and participate in the standards process for Identity and Access Management (IAM) solutions.
· Develop roadmaps and participate in the standards process for Identity and Access Management (IAM) solutions.


II. September 2018 – August 2020: Accenture Services Pvt. Ltd., Pune
Position:  Team Lead

Accenture Limited, among the largest consulting firms in the world, is a Fortune Global 500       company with more than 286,000 people in 58 countries. For the fiscal year ended 31 August 2014, the company generated net revenues of US$42.39 billion. Accenture's clients include 98 of the Fortune Global 100 and more than two-thirds of the Fortune Global 500.
	Project Name
	Moneta Money Bank

	Team size
	6

	Role
	SailPoint IIQ Developer

	Technologies
	Java, Unix, Bean shell, PowerShell 

	Company
	Accenture Services Pvt Ltd, Pune

	Client
	Moneta Money Bank

	Responsibilities
	· SailPoint IIQ installation and configuration as required by design solution.

· Involved in role management, role definition and certification.

· Pre-populate the Email Alias, Display Name, Routing Email Address and Organizational Unit of a user depending upon the Employee – Type.

· Using Form Models Concept creating the IdentityIQ objects like Quick links, Forms, Rule and Custom Objects to design the workflows.

· Built Custom Tasks for various process.

· Authoritative and Non-Authoritative Application Configuration using Active Directory, Flat File, JDBC and LDAP Connectors to load the Identity Cubes.

· Deploy IdentityIQ Console for operations like import, checkout, connector Debug and Test Connection.

· Construct Policies, Roles and Certifications for governance compliance.

· Developed Provisioning Policy for applications AD, LDAP.

· Development for target systems Active Directory, LDAP, JDBC.

· Analyze the application before onboarding to get extract of application with the user unique ID, access levels and permissions and do deep dive sessions.

· Peer reviews of the Coding, Unit Testing and Bug Fixing.

· To maintain user account workflows using form Joiner, Mover and Leaver.

· Installation, Integration and deployment of the Identity IQ product in client environments.

· Configuration of Schemas, Filtering and Merging in Application creation Process.




	Project Name
	Zurich Financial Services

	Team size
	6

	Role
	SailPoint IIQ Developer

	Technologies
	Java, Unix, Bean shell, PowerShell 

	Company
	Accenture Services Pvt Ltd, Pune

	Client
	Zurich Financial Services

	Responsibilities
	· Assist in the development of performance metrics/ measurements for the user access attestations.
· Work with the project teams on implementing the defined Policies within Access & Identity Management (AIM) solution.
· Pre-populate the Email Alias, Display Name, Routing Email Address and Organizational Unit of a user depending upon the Employee – Type.

· Using Form Models Concept creating the IdentityIQ objects like Quick links, Forms, Rule and Custom Objects to design the workflows.

· Built Custom Tasks for various process.

· Authoritative and Non-Authoritative Application Configuration using Active Directory, Flat File, JDBC and LDAP Connectors to load the Identity Cubes.

· Deploy IdentityIQ Console for operations like import, checkout, connector Debug and Test Connection.

· Construct Policies, Roles and Certifications for governance compliance.

· Developed Provisioning Policy for applications AD, LDAP.

· Development for target systems Active Directory, LDAP, JDBC.

· Analyze the application before onboarding to get extract of application with the user unique ID, access levels and permissions and do deep dive sessions.

· Peer reviews of the Coding, Unit Testing and Bug Fixing.

· To maintain user account workflows using form Joiner, Mover and Leaver.

· Installation, Integration and deployment of the Identity IQ product in client environments.

· Configuration of Schemas, Filtering and Merging in Application creation Process.




III. November 2015 – August 2018: Principal Global Services

             Position:  Senior Analyst
             Principal Financial Group is a global financial investment management and insurance company headquartered in Des Moines, Iowa. The Principal Financial Group (Principal) offers businesses individuals and institutional clients a wide range of financial products and services including retirement, asset management and insurance, through its diverse family of financial services companies. Principal has offices in 18 countries throughout Asia, Australia, Europe, Latin America and North America. As of March 31, 2014, The Principal Financial Group had $496 billion in total assets under management and serves some 19.2 million customers worldwide.
Major Assignments


	Project Name
	EIAM

	Team size
	8

	Role
	SailPoint Security Analyst 

	Technologies
	Java, Unix, Bean shell

	Company
	Principal Global Services

	Client
	Principal Financial Group

	Duration 
	October 2017 – August 2018

	Responsibilities
	· Requirement gathering from clients for various enhancements.

· Developed custom reports as per the requirement.

· Customized OOTB workflows to meet various requirements.

· Developed Certification Rules and various enhancements w.r.t joiner, Email template customizations, custom tasks etc.
· Requirement gathering for development of Life cycle process for all the various types of Admin Resource accounts.

· Development of entire Lifecycle process for service accounts (Creation, Termination, and Modification) of resource accounts.

· Implemented Life Cycle Event Leaver for service accounts.

· Provisioning of service Accounts to AD.

· Customized OOTB workflows - LCM Provisioning, Identity Request Initialize, and Identity Request

· Notify to handle AD provisioning for different type of Service Accounts.
· Creation of custom capabilities and assigning appropriate SPRights for Workgroups.
· Involved in various pre go-live and post go-live activities.

· Developed the code to satisfy the business needs to Enhance/change the functionality of a particular module in the application during Hypercare.

· Involved in writing Functional Requirement Specification and Solution Design Document.

· Interactions with client for requirement gathering and various client teams to provide KT on developed functionality.


	Project Name
	MyAccess

	Team size
	10

	Role
	Oracle Identity Manager Developer

	Technologies
	Java, Unix, Soa, Application Development Framework (ADF)

	Company
	Principal Global Services

	Client
	Principal Financial Group

	Duration 
	November 2015 – September 2017

	Responsibilities
	· Involved in installation of Oracle Identity Manager Server and Client along with oracle database and Web logic application server.

· Involved in setup of environment of OIM PS3 with Active Directory, MS Exchange, Top Secret and Flat File Connector.

· Involved in creation of password policies for Active Directory and OIM.

· Involved in the user provisioning to application resources. 

· Involved in the creation of tasks for lifecycle management of users.

· Involved in Custom attribute provisioning in Oracle Identity Manager.

· Customized several rules and Access policies in OIM for User lifecycle management.

· Performed Trusted Reconciliation from Flat File to Oracle Identity Manager.

· Involved in Configuring Process Definitions, Lookup Definitions, Form Designer, User defined fields and Task Schedulers.

· Implemented User On-boarding, User Self-requests with Approval Workflows.  

· Managing the Single Sign On with different Enterprise applications.

· Involved in reconciliation of Users from Oracle HCM and PeopleSoft.

· Configuration and customization of User Form, Process Form.

· Involved in designing of schedule task for reconciliation and clean up exercise.

· Involved in analyzing and designing of Entitlement Life cycle.

· Participate in development of roadmaps and participate in the standards process for Identity and Access Management (IAM) solutions.

· Promote effective teamwork, mentor employees, and evaluate individual performance



IV. June 2015 – November 2015:  Dell EMC
             Position:  Senior Software Engineer
            Dell EMC (formerly EMC Corporation until 2016) is an American multinational corporation          headquartered   in Hopkinton, Massachusetts, United States. Dell EMC sells data storage, information security, virtualization, analytics, cloud computing and other products and services that enable organizations to store, manage, protect, and analyze data.

Major Assignments


	Project Name
	Workforce and Identity Manager

	Team size
	80

	Role
	Oracle Identity Manager Developer

	Technologies
	Java, Unix 

	Company
	Dell EMC

	Client
	Vodafone UK

	Duration 
	June 2015-November 2015

	Responsibilities
	· Involved in the user provisioning to application resources. 

· Involved in the creation of tasks for lifecycle management of users.

· Involved in Custom attribute provisioning in Oracle Identity Manager.

· Customized several rules and Access policies in OIM for User lifecycle management.

· Involved in installation of Oracle Identity Manager Server and Client along with oracle database and Web logic application server.

· Performed Trusted Reconciliation from OID to Oracle Identity Manager.

· Involved in Configuring Process Definitions, Lookup Definitions, Form Designer, User defined fields and Task Schedulers.

· Implemented User On-boarding, User Self-requests with Approval Workflows.  

· Managing the Single Sign On with different Enterprise applications.

· Involved in Delegate Administration and Self Registration for OIM.


V. July 2011 – June 2015:  Accenture Services Pvt. Ltd., Pune 
             Position:  Senior Software Engineer
             Accenture Limited, among the largest consulting firms in the world, is a Fortune Global 500       company with more than 286,000 people in 58 countries. For the fiscal year ended 31 August 2014, the company generated net revenues of US$42.39 billion. Accenture's clients include 98 of the Fortune Global 100 and more than two-thirds of the Fortune Global 500.
` Major Assignments


	Project Name
	ASCOT

	Assignment#1
	Release Development

	Client Name
	Telecom Italia

	Team size
	10

	Role
	PL/SQL Developer

	Technologies
	PL/SQL, SQL, Unix, SQL Loader, Putty, File Zilla, WinSCP

	Duration 
	July 2011 – March 2012

	Responsibilities
	· Requirement gathering from the Business Team.

· Convert the functional requirements into technical document as per the business standards.

· Analyze the Existing code and do the impact analysis.

· Created Database Objects like tables, Views, sequences, Synonyms, Stored Procedures, functions, Packages, Cursors, Ref Cursor and Triggers as per the Business requirements.

· Involved in explain plan for query optimization.

· Involved in peer to peer code reviews.

· Code validation as per client requirement.

· Testing of code functionality using testing environment.


	Project Name
	Vodafone UK

	Team size
	20

	Role
	Oracle Identity Manager Developer

	Technologies
	Java, Unix, Oracle PL-SQL

	Company
	Accenture

	Client
	Vodafone UK

	Duration 
	March 2012 – June 2015

	Responsibilities
	· Involved in the user provisioning to application resources. 

· Involved in the creation of tasks for lifecycle management of users.

· Involved in Custom attribute provisioning in Oracle Identity Manager.

· Customized several rules and Access policies in OIM for User lifecycle management.

· Involved in installation of Oracle Identity Manager Server and Client along with oracle database and Web logic application server.

· Performed Trusted Reconciliation from OID to Oracle Identity Manager.

· Involved in Configuring Process Definitions, Lookup Definitions, Form Designer, User defined fields and Task Schedulers.

· Implemented User On-boarding, User Self-requests with Approval Workflows.  

· Managing the Single Sign On with different Enterprise applications.

· Involved in Delegate Administration and Self Registration for OIM.


INDUSTRIAL TRAINING
Industrial Training in Accenture from July 2011 to Nov 2011.

I was aligned to the Telecom Italia project and involved in design and development of the Application under this project.

My major roles were to understand best practices, carefully involved in KT with client team and development and testing of small modules. 

Internship in Accenture helped me groom myself professionally and get used to corporate culture.
Oracle Application Development Framework training in Principal Global services.

CERTIFICATIONS

· Oracle Certified Associate.
· Oracle Identity Governance Suite 11g PS3 Implementation Essentials Specialist.
ON JOB TRAININGS
· PL-SQL, Unix, Java, SOA, Oracle Application Development Framework (ADF)
· Telecom Domain training

· Various Business ethics and professional trainings.
· SailPoint Identity IIQ Fundamentals
KEY ACHIEVEMENTS

· Winner of prestigious “Star of the year”, given for performance during the first year with organization in Principal Global Services.
· Winner of prestigious “ASE’s Achievers Award”, given for performance during the first year with organization at India Delivery Center. 
· Winner of “Knowledge Management” in the Q3 of fiscal year 2011-12 for conducting maximum number of knowledge sharing sessions and creation of process documents.
· Thrice winner of project monthly quiz among more than 80 team members
· Topper of Accenture’s Fresher’s Greenfield Training program.
EDUCATIONAL QUALIFICATIONS

· Bachelor in Engineering from Sinhgad Academy of Engineering in the year 2011(67%).
· 12th standard from S.V. UNION Junior College Pune in HSC in the year 2007(68%).

· 10th standard from St. Patrick’s High School Pune in SSC in the year 2005(76%).
HOBBIES/INTERESTS
· Playing Online Games.
· Watching Movies.
PERSONAL DETAILS

Date of Birth:       09/08/1989
Sex:                      Male

Marital Status:     Married
Passport:              Yes 
Permanent Address:  Flat No 9, Himalaya House Opposite Big Bazaar Pune-411013.
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