**SHAHEENA SHAIK** **Email : shaheenask577@gmail.com**

**SAP Security Analyst Mobile** : **+91-9603070018**

**Career Objective:**

To obtain a position that will enable me to use my SAP security skills and ability to work well with people in the corporate world.

**Educational Qualification:**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Qualification** | **Institution** | **Board/University** | **Year of****Completion** | **Aggregate** |
| B.Tech(CSSE) | SreeVidyanikethan EngineeringCollege,Tirupati. | Jawaharlal Nehru Technological University, Anantapur. | 2016 | 83.49 |
| Intermediate | SreenivasaJr.College ,Kalikiri. | Board of Intermediate,A.P. | 2012 | 94.40 |
| SSC | SujithVidyalaya High School,Kalikiri. | State Board of Secondary Education,A.P. | 2010 | 91.00 |

**Experience Summary**:

* I am carrying an experience of 4 years with Wipro technologies.
* Having 4 years of SAP security (ECC, BW, HR and Fiori) experience.
* Hands on experience in GRC, performed SOD violations to check risk mitigations at user level, role level, user level simulation and role level Simulation.
* User administration involving with user creation, deletion, maintained SNCs to enable SSO, role assignments, locking/unlocking, mass user maintenance.
* Role administration including role creation, generation, transports, imports, addition of T-codes and missing authorization to role and org-level updates and SU24 maintenance as per the client requirement.
* Trace analysis to troubleshoot missing authorization and access related issues using SU53, ST01 and STAUTHTRACE.
* Performed emergency table maintenance activities and captured trace logs using SM19, SM20 and ST05 T - Codes.
* Lock variant creation during cutover activities for system upgrade. Gained good working knowledge in usage of tables AGR\* and T00\*.
* Handled developer key, register object key, Service Marketplace-user ID(S-ID) creation, OSS id creation and password maintenance etc.,
* Able to analyse suitable role/s for missing access in BI from RSECPROT logs, experienced in LDAP and portal tabs process.
* Handled various position-based HR requests like manager self-service access, Employee self-service access, time sheet access and maintained communication details for users.
* Experience in internal auditing and IDM experience in user administration, privilege and business role assignment.
* Day to day administration of the Development environment and Production and Test environment systems.

**Skills Summary:**

* Skills : SAP Security(ECC, BW, HR and Fiori)

**Professional Work Experience**

* Organization: **Wipro Technologies, Hyderabad**
* Designation: **SAP security analyst**
* Duration : **2017 – Till date**
* Project Title: **Chevron**
* Environment: **ECC, BW, HR and Fiori.**
* Team size : 1**6**

**Roles and Responsibilities:**

* Creating and maintaining user profiles.
* Handled Change requests including org level additions, profile generations, transports and imports.
* Providing BW report access to users as per their requirement.
* Assigning roles to user position in HR environment.
* Experience in Emergency table maintenance activities and Z-CAIs.
* Troubleshooting authorization related issues by taking trace.
* Enabling and retrieving SM19 and SM20 logs at the table maintenance activities.
* Assisting users in user acceptance testing while role creation/modification.
* Good knowledge on AGR\* tables and T00\* tables.
* Experience in providing Developer and register object key, maintaining OSS ID password in service marketplace. Creating S-user ids in service marketplace.
* Doing internal auditing on provided access and authorizations.
* Experience in IDM like user on boarding, maintaining user profiles, requesting validity, assignment of privileges and Business roles as per business requirement.
* Good hands on experience in development, staging and production landscapes. Handled portal role assignments and LDAP assignment to users.
* Experience in ticketing tools like BMC remedy and Service Now.