Preethi Chowdary Sabbineni

Mobile: 470-589-0686 | Email: sabbinenipreethi@gmail.com
LinkedIn: https://www.linkedin.com/in/preethi-sabbineni-18175b132/

Accomplished professional with 13 years of experience in designing, implementing, supporting, and automating critical infrastructure deployments. Assisted in design and delivery of Microsoft Security and Compliance solutions.
Areas of expertise include,

Cloud


:
Azure, AWS, Oracle
Source Control


:
Git, Bitbucket
IaC


: 
Azure DevOps, ARM Templates, Bicep, Terraform
Scripting Tools


:
PowerShell, Python, Shell, Bash
Security Solutions


:
Microsoft Defender for cloud, Microsoft Defender for Cloud Apps, 




Microsoft Information Protection, Microsoft Sentinel, 





Microsoft Endpoint Manager, Netskope
Storage


:
Netapp ONTAP

Backup


:
Veritas Netbackup, Backup Exec, Commvault
 
· Deep technical and implementation knowledge of Microsoft Azure IaaS.

· Experience in delivering Microsoft security and compliance solutions.

· Experience in cloud infrastructure automation.

· Drive key improvements and operational efficiencies across infrastructure environments, including choice of connectivity, hardware, monitoring, and associated capacity management.

· Extensive experience in enterprise backup, SAN, and NAS environments, including installation, configuration, performance analysis, troubleshooting, etc.

· Demonstrated ability to produce project technical documentation including High Level and Detailed Design documents, Deployment, Migration, Test Plans, System ‘As-Built’ documents.

· Proficient knowledge in ITIL methodologies: change, incident, and problem management.

CERTIFICATIONS

· Microsoft Certified: Azure Solutions Architect Expert

· Microsoft Certified: DevOps Engineer Expert

· HashiCorp Certified Terraform Associate

· Microsoft Certified: Azure Administrator Associate

· Microsoft Certified: Azure Security Engineer Associate

· Microsoft Certified: Security Operations Analyst Associate

· Microsoft Certified: Information Protection Administrator Associate

· Oracle Cloud Infrastructure 2021 Certified Associate


· Offshore Service Excellence Certificate – Bombardier Transportation for efficient management of backup infrastructure.
· Significant Contribution – BG Group for performing multiple complex backup server upgrades.
· Eminence and Excellence Certificate for Outstanding Performance – BG Group for automation of maintenance activities reducing the overall time spent.
· Submitted 20 Defect Prevention Ideas and 15 Unique Netbackup Solutions i.e., Global Clearing House (GCH) entries which are applauded and re-used across entire IBM Global Netbackup Forum.
· IBM Client Value Recognition Award (2015) for automating Netbackup catalog replication between production and DR sites and thus saving 100K$ for license procurement.
· GTS Service Excellence Award (SEA) – 2015 for deploying multiple automation scripts and reducing the manual efforts by a huge margin in the backup environment.
· Certificate of Recognition – Intalock Managed Services for critical backup server restoration within short timeframes.
· Professional Excellence Manager Award – Empired Ltd for creating real time AVD alerts that has helped Microsoft support team to reduce time spent in troubleshooting AVD issues before raising them with their product group for a permanent solution.
· Exceptional Contribution Manager Award – Empired Ltd for delivering Azure migration project under budget and time frames.

· Bachelor’s degree in Computer Science and Engineering (CSE)






JNTU Hyderabad, India

Outstanding Academic Excellence

2005-2009


Professional Services Consultant

SPIRIT Technology Solutions, Sydney


Oct 2022 – Till Date
Tools & Equipment: - Microsoft Azure, AWS
Projects: - Jani King, McCarthy Homes, Retire Australia, HVAC, Hardy Group.
Responsibilities:


· Implement Azure lighthouse for centralized management of all Spirit Azure customers.

· Develop monitoring capabilities for Azure Lighthouse customers. This includes custom dashboards, workbooks, and alerts.

· Implement Azure Virtual Desktop solution for multiple customers.

· Automate Azure Virtual Desktop implementation by leveraging Bicep, PowerShell, and Azure DevOps CI/CD Pipelines.

· Manage private cloud hosting environment deployed using Ansible.

· Experience in administration of AWS cloud environment.

Security Consultant



INTALOCK, Sydney



May 2021 – Oct 2022
Tools & Equipment: - Microsoft Azure, Microsoft Endpoint Manager, Microsoft 365 Defender
Projects: - Powerlink, MiCare, CEFC, Department of Agriculture and Fisheries (DAF), George Weston Foods Limited (GWF), Maas Group Holdings.
Responsibilities:


· Implement end-to-end patching solution for SAP VMs in Azure environment.

· Develop custom reporting solutions leveraging Azure automation, log analytics, logic apps and storage services.

· Develop custom dashboards using log analytics and resource graph to monitor various metrics and logs for SAP VMs.

· Enforce various built in and custom policies for robust security.

· Review and implement recommendations in Microsoft Defender for Cloud to improve overall secure score.

· Extract and analyse information from sentinel to assist security investigations.

· Configure Microsoft Endpoint Manager/Intune to manage Mobile Device fleet of iOS and Android devices.

Consultant – Modern Workplace
EMPIRED, Sydney
Oct 2018 – May 2021
Tools & Equipment: - Microsoft Azure

Projects: - Murdoch University, Flybuys, Peet, Department of Finance, Target, Azure MSP, SMEC Holdings, Horizon Power, Department of Education (Victoria), Oceana Gold, New Zealand Transport Agency, Achmea, Minter Ellison, Public Transport of Victoria
Responsibilities:

· Acknowledged by Microsoft support team for creating a set of Azure monitoring checks (dashboards, automation runbooks and alerts) to provide real time metrics for Flybuys Windows Virtual Desktop environment.

· Leading Empired to obtain MSP status by driving the establishment of Azure DevOps practice including MSP repositories and CI/CD Pipelines.
· Support the MSP audit by generating a heat map of Azure services across all customer subscriptions via PowerShell automation.
· Onboard customers into Lighthouse, setup baseline monitoring and custom dashboards using log analytics.
· Deploy Azure site core monitoring modules for Minter Ellison site core environment.

· Involved in Murdoch University’s ongoing migration of around 400 servers to Azure. Developed PowerShell and ARM Templates for pre and post migration activities to reduce the overall activity time.
· Acknowledged for performing end-to-end migration of Oceana Gold’s resources from IBM SoftLayer to Azure within hours less than the budgeted.
· Successfully performed end-to-end migration of resources from VMWare to Azure for NZTA.

· Experience in maintenance of Azure environment including configuration, troubleshooting etc for Horizon Power, SMEC, DET, PTV and Achmea.
· Deploy and manage Azure bastion environment for DET Victoria.

· Experience in provisioning infrastructure as code using Azure DevOps, ARM templates, PowerShell and Terraform for customers like Target and SMEC.

· Hands on experience in using Kusto queries to generate several security-based reports for DET Victoria.

· Deliver various resource utilization reports through PowerShell for PEET and DoF.
Operations Analyst
INTALOCK, Sydney
Sep 2016 – Oct 2018
Tools & Equipment: - Veritas Netbackup 8.x, BackupExec 14, Netbackup 5220,5230 and 5330 appliances, Enterprise Vault 12.x, vSphere 6.x

Projects: - Department of Education (Queensland), Gladstone Ports Corporation Limited, Department of Agriculture and Fisheries (Queensland), Hitachi Construction Machinery Australia, TAFE Queensland, RACQ, Department of Communities (Queensland).

Responsibilities:

· Strong foundation knowledge surrounding Microsoft Azure IaaS cloud services.
· Administration and Monitoring of servers and services for proactive support.
· Aid in reviewing design specifications to ensure full understanding of individual deliverables.
· Produce and maintain quality systems documentation

· Manage backup infrastructure including hardware and software upgrades.

· Expertise in administration activities for Enterprise Vault and Info scale cluster.

· Build, configure and deploy hypervisors, VMs and templates.

· Expertise in VMware vSphere High Availability, Fault Tolerance and vMotion.
Senior Operations Professional
IBM, INDIA
Feb 2013 – June 2016
Tools & Equipment: - ONTAP 7-Mode & C-Mode, Symantec Netbackup 7.x, BackupExec 14, Symantec Ops Centre, Batch/Shell Scripting, Quantum i500 & i2K tape libraries and HP Super loaders.
Projects: - British Gas/Shell (Global)

Responsibilities:

· Performing daily SAN Storage operational tasks, provisioning, monitoring, troubleshooting issues and initiate corrective action

· Experience with c-Mode V-server multi residency environments.

· Experience in On-Command Unified Manager monitoring and alerting.

· Experience in snap mirror and snap vault technologies along with NDMP backup and recovery tool set.

· Experience with Cisco MDS for SAN.

· Install/configure/upgrade and manage all backup components.

· Experience with DR methodologies and planning.

· Expertise in task automation and report generation.

· Proven recovery experience of Microsoft Exchange server, Microsoft SQL databases and VMWare using backup tools.

· Creating and updating documentation including standard operating procedures, solutions, knowledge base articles and applicable project documentation.

· Performing problem management and incident correlation on re-occurring issues.

· Supporting, planning, designing, and delivering backup and storage projects.

Engineer – System Administration 
      DXC, INDIA
Nov 2009 – Feb 2013

Tools & Equipment: - Symantec Netbackup 5.x, 6.x & 7.x, BackupExec 8, NOM, EMC DPA, IBM, Overland and HP Tape Libraries.

Projects: - Bombardier Transportation (Global)

Responsibilities: 
· Prepare daily maintenance reports depicting the current backup status of the environment and share it with all the stakeholders involved.

· Install, manage, and upgrade all backup related components.

· Expertise in capacity analysis and license procurement.

· Deploy encryption mechanisms for confidential data backups.

· Prepare physical and logical transition models meant for deployment of the new infrastructure.

· Participate in several disaster recovery tests to jot down the limitations with the existing DR setups and conduct follow up meetings with all stakeholders to develop appropriate DR infrastructure.

· Provide Knowledge Transfer and mentorship to the new joiners/lateral entries.

· Participate in weekly management calls and shed some light on service improvement plans and hindrances.

· Prepare run books and participate in a disaster recovery simulation for critical applications.

· Adhere to ITIL processes such as Incident Management, Change Management and Problem Management in accordance with the organization, for effective service delivery to the customers.
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