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**Professional Summary**

* 7 years of experience as DevOps/Build and Release Engineer in solving complex problems in automating, configuring and deploying instances in the areas of Data Center Operations, Systems Administration, Cloud computing, Software Configuration Management (SCM)
* Expertise in every phase of **SDLC** (Software Development Life Cycle) of **Waterfall**, **Agile** (Scrum) and Test-Driven Development Cycles.
* Experienced in automating, configuring and deploying instances on **Azure**, **AWS**, and Rackspace cloud environments and Data centers with in depth knowledge on **ELK** Stacks such as **Elasticsearch, Logstash and Kibana.**
* Extensive experience in setting up the CI/CD pipelines using **Jenkins**, **Maven**, **Nexus**, **GitHub**, **CHEF**, **Terraform** and **AWS**.
* Experienced in configuring Cloud platforms such as Virtual Networks Multi-site**, Cross-site, VMs, Azure**
* Strong Experience in Microservices architecture and Migration of all servers from on - premises to **Docker/Kubernetes** container technologies in **Azure**.
* Working Experience on **Azure Cloud Services**, **Azure** **Storage**, **SQL** **Azure** and in different PaaS Solutions with Web, and worker Roles and Azure Web Apps.
* Set up a **GCP** Firewall rules in order to allow or deny traffic to and from the **VM's** instances based on specified configuration and used **GCP** cloud **CDN** (content delivery network) to deliver content from **GCP** cache locations drastically improving user experience and latency.
* Hands on experience on **Azure** VPN-Point to Site, Virtual networks, **Azure** Custom security, end security and firewall. Used **Azure** Express Route to set up a private connection to Microsoft cloud services such as a **Microsoft Azure, Office 365, and Dynamic 365**.
* Developed an **Azure**-based high-performance compute environment to support the massive computational requirements of client congressional redistricting Azure application.
* Experience providing training to development teams on how to track, plan and analyze using **JIRA**.
* Good experience in Microsoft Products and their deployment including **Octopus** and **PowerShell**.
* Experience in Installing Firmware Upgrades, kernel patches, systems configuration, performance tuning on Unix/Linux systems.
* Create team specific Agile process flow in **JIRA** to move tasks from one activity to another.
* Coordinating and tracking all projects for seamless releases using Project Management System **JIRA** , Source Code Management System **SVN**
* Managing DATA Center Inbound and outbound services. Working on **Ansible** automation tool.
* Ability in execution of XML, Ant Scripts, Ruby, Shell Scripts, Perl Scripts, and Power Shell scripts
* Experience with web and application servers **(Apache http server, Tomcat)**.
* Instrumental in design, analyze and fine tuning Service Telemetry. Experience working with **Azure Active Directory (AAD)**
* Played a key role in automating the deployments on AWS using **GitHub**, **Terraform**, **Puppet**, **Chef** and **Jenkins**.
* Working with Project Management **Team Foundation Server, SharePoint, Microsoft Project, and JIRA** and source code version control SVN environment.
* Performed automation tasks on various Docker components like Docker Hub, Docker Engine, azure
* Worked with Ansible playbooks for virtual and physical instance provisioning, configuration management, patching and software deployment.
* Experience in Configuring and Integrating the Servers with different environments to automatically provisioning and creating new machines using Configuration management/provisioning tools like **Ansible**.
* Experience in Designing, Architecting and implementing scalable cloud-based web applications using **AWS** and **GCP**.
* Experience working with **Puppet Enterprise and Puppet Open Source**. Installed, configured, upgraded and managed **Puppet Master**, Agents & Databases. Integration of **Puppet** with **Apache and Passenger**.
* Dockerized applications by creating **Docker** images from **Docker file**.
* Knowledge on Deploying **Couchbase, Tomcat** and **Elastic search** clusters using **Docker.**
* Good Exposure on **Virtualization** and Containers (Docker) and Hypervisors ESXI, ESX.
* Experience in using **Nexus Repository** Managers for **Maven builds**.
* Configuring network services such as **DNS, NFS, SMTP, NTP, DHCP, LDAP, send mail, ftp, remote access**, security management and Security trouble shooting skills.
* Experience with **Mongo DB**, **MSSQL**, **MySQL** and **Server DB** Tasks. Experience on **Vagrant**, **AWS** and **Kubernetes** based container deployments to create self-environments for dev teams and **containerization** of env's delivery for releases.
* Involved in provisioning and Automation servers on Public Cloud like AWS, **AWS** and **Kubernetes**.
* Experience in Process **monitoring** and **debugging** using tool such as **Nagios**.
* Create new iterations, new builds and deploy built requests using **AWS CodePipeline, Jenkins, CodeDeploy, S3, Bitbucket, and Git**.
* Implemented **CD pipeline** involving **Jenkins, Nexus, and Chef, Ansible** to complete the Automation from commit to Deployment.
* Highly proficient SQL and RDBMS skills, including SQL Server, Oracle, DB2, MySQL, and PostGreSQL.
* Unique experience with Pivotal Cloud Foundry and OpenShift/Kubernetes architecture and design, troubleshooting issues with platform components (PCF), and developing global/multi-regional deployment models and patterns for large scale developments/deployments on Cloud Foundry and OpenShift/Kubernetes
* Vast knowledge of utilizing cloud technologies including Amazon Web Services (AWS), Microsoft Azure and Pivotal Cloud Foundry (PCF)
* Expertise on **shell and python scripting** with focus on DevOps tools, CI/CD and AWS, Azure Cloud Architecture and hands-on Engineering.
* Experience using **MAVEN and ANT** as build tools for the building of deployable artifacts through **Jenkins** (jar, war & ear) from source code.
* Efficient in working closely with Development, QA**,** Product and Business owner teams to ensure high quality and timely delivery of builds and releases across multiple platforms and environments.
* Adaptable, with effective cross-cultural communications skills.
* Self-motivated team player with excellent interpersonal and technical documentation skills and handling multiple projects simultaneously.

|  |  |
| --- | --- |
| **Platforms** | Red Hat Linux, CentOS, Ubuntu, SUSE, VIOS 2.1/2.2, HP-UX 11, IBM AIX, Windows, Windows Server, VMware ESX and Mac OS. |
| **Cloud** | Azure, AWS EC2, S3, RDB, ELB, EBS, VPC, Auto Scaling, Dynamo DB. Azure Cloud and Office 365 Cloud Exchange,PCF |
| **Versioning Tools** | TFS, GIT, SVN, Perforce, Clear Case, CVS and Bit Bucket. |
| **Database** | Cassandra, Mesos, MongoDB, MYSQL, SQL Server 2012/2014 |
| **CI Tools** | Jenkins, Bamboo and CVS. |
| **Build Tools** | ANT, Maven, Gradle. |
| **Bug Tracking Tools** | JIRA, Rally, Remedy and IBM Clear Quest. |
| **Configuration Management** | Chef, Puppet, and Ansible |
| **Containerization Tools** | Docker. |
| **Scripting** | Servlets, JDBC, JSP, XML, HTML, Java Script, Java/J2EE, C, C++, Ruby, Perl scripting, Python,  |
| **Web technologies** | HTML, CSS, SOAP, REST |
| **Application Servers and Web servers** | WebSphere, WebLogic, and Tomcat, Apache server, Glass Fish, Jboss. |
| **Monitoring Tools** | Splunk, Nagios, Solarwind, fixstream. |

**Technical Skills**

**Education**

* Master’s in information Security Systems
* Bachelor’s in Computer Science

**Professional Experience**

**Intuit – San Diego, CA Jan 2020- Till Date**

**Role: AZURE/ DEVOPS ENGINEER**

**Responsibilities**

* Followed Agile methodologies and implemented them on various projects by setting up Sprint for every two weeks and daily stand-up meetings.
* Worked in highly collaborative operations team to stream line the process of implementing security Confidential Azure cloud environment and introduced best practices for remediation
* Gathering the requirements from the clients about the existing applications to apply the security measures
* Understand the latest features like (Azure DevOps, OMS, NSG Rules, etc..,) introduced by Microsoft Azure and utilized it for existing business applications
* Worked on Ansible Playbooks with Ansible roles. Created inventory in Ansible for automating the continuous deployment. Configured the servers, deployed software, and orchestrated continuous deployments or zero downtime rolling updates.
* Implemented Ansible Tower for managing complex network deployments by adding control, knowledge and delegation to Ansible powered environments. Wrote Ansible Playbooks using Python SSH as Wrapper for Managing Configurations of my servers, Nodes, Test Playbooks on Azure instances using Python .
* Automated various infrastructure activities like Continuous Deployment, Application Server setup, Stack monitoring using Ansible Playbooks and has integrated Ansible with Jenkins .
* Created Ansible cloud modules for interacting with Azure services which provides the tools to easily create and orchestrate infrastructure on Azure and automated cloud-native applications in Azure using Azure microservices such as Azure functions and Kubernetes on Azure .
* Created builds and release pipelines in VSTS and done deployments using SPN (secure endpoint connection) for implementing CI/CD.
* Worked with Agile methodology in XL Deploy and XL Release, CI/CD automation from scratch, Docker, Openshift) xperienced in building, deploying and integrating Java-based web applications in a UNIX, including exposure to J2EE architecture (especially BEA Web Logic, Tomcat and WebSphere).
* Created Azure services using ARM templates (JSON) and ensured no changes in the present infrastructure while doing incremental deployment.
* Assigned RBAC Roles using Organization Active Directory Confidential the Subscription Level to grant accesses only to required members based on Least-Access Privileges (we use CWS Groups)
* Collaborated with cross functional teams (firewall team, data base team, application team) in execution of this project.
* Used Service-Now tool for managing incidents and change request tickets
* Experience in troubleshooting the SQL Server connection issues on incremental deployments
* Provided status to Business Level management and Technical and conducting Proof of Concept for Latest Azure cloud-based service
* Resolving issues in integration and playing role of production Support.

**Environment:**  Azure, PowerShell, XL Release, XL Deploy, Kubernetes, Kafka, GIT, Python, AWS, Redis, VMware, Jenkins, Terraform, Ansible, SVN, Puppet, Open Stack, Docker, Jira, Maven, VSTS, Apache Tomcat Application Server, Salt stack

**CUMMINS - Columbus IN Sep 2018 – Dec 2019**

**Role: DEVOPS ENGINEER**

**Responsibilities**

* Followed Agile methodologies and implemented them on various projects by setting up Sprint for every two weeks and daily stand-up meetings.
* Deployed Puppet, Puppet Dashboard and Puppet DB for configuration management to existing infrastructure.
* Launching and configuring of Amazon EC2(AWS) Cloud Servers using AMI's (Linux/Ubuntu) and configuring the servers for specified applications.
* Stabilized the execution plans using SQL plan base lines for Business reports which help meeting the SLA.
* Worked on google cloud platform (**GCP**) services like compute engine, cloud load balancing, cloud storage, cloud SQL, stack driver monitoring and cloud deployment manager.
* Setup **GCP** Firewall rules to allow or deny traffic to and from the VM's instances based on specified configuration and used **GCP** cloud CDN (content delivery network) to deliver content from **GCP** cache locations drastically improving user experience and latency.
* Creating the file systems using Red Hat volume manager and performing the health check on regular basis for all Linux servers.
* Worked on proof of concept on open source databases like Postgres and MySQL for various projects.
* Experience in Micro services development using spring boot and deployment in Pivotal Cloud Foundry (PCF).
* Build application and database servers using AWS EC2 and create AMIs as well as use RDS for Oracle DB.
* Automating in Azure for creation of subscription, Storage Account and tables using Windows PowerShell.
* Service Management Automation, Microsoft Azure Automation workflows using Microsoft Runbook.
* Resolving issues in integration and playing role of production Support.
* Involved in creating the Azure Services with Virtual Machine. Involved in developing the Azure Solution and Services like IaaS and PaaS. Managed Azure Infrastructure Web Roles, Worker Roles, Storage, Azure AD Licenses, Office365. Created Cache Memory on Windows Azure to improve the performance of data transfer between SQL Azure and WCF services.
* Contribute to the support forums (specific to Azure Networking, Azure Virtual Machines, Azure Active Directory, Azure Storage) for Confidential Developers Network.
* Hands on experience on Azure VPN-Point to Site, Virtual networks, Azure Custom security, Endpoint security and firewall.
* Used Azure Express Route to set up a private connection to Microsoft cloud services such as a Microsoft Azure and Dynamic 365. Configured Azure Virtual Networks, subnets, DHCP address blocks, Azure network settings, DNS settings, security policies and routing. Azure API Management, Security, Cloud-to-Cloud Integration (Public, Private)
* Extensive experience in Azure E3 Enterprise Mobility Suite of tools in MFA (Multi-Factor Authentication) and Intune. Build Data Sync job on Windows Azure to synchronize data from SQL databases to SQL Azure. Azure IoT hub, event hub, service bus and integration patterns.
* Performed Power Shell scripting for Active Directory and Exchange.
* Develop PowerShell scripts to perform pre-migration assessments of Active Directory and server states.
* Integrated Azure Active Directory for user authentication/authorization and organization profiles.
* Created and implemented ARM Templates for deployment of the resources, deployed the resources into Azure using the PowerShell and Continuous Integration by VSTS.
* Worked with GitHub to manage source code repositories and performed branching, merging, and tagging depending on requirement.
* Programmed the technical requirements using Java WebSphere Portlet Factory and JavaScript frameworks like JQuery
* Developed GIT hooks for the local repository, code commit and remote repository, code push functionality and Worked on the GitHub.
* Experience in Setting up Chef Workstation, Bootstrapped instances using Chef and integrating with auto scaling.

**Environment**: AWS, Azure, Ansible, Docker, Kubernetes, GIT, Terraform, GitHub, Subversion, Python, Pivotal Cloud Foundry(PCF), Shell Script, PowerShell, Linux, ANT/Maven, Jenkins, Artifactory, Agile, JIRA, RHEL, AWS, Tomcat, Bash Scripting, Groovy Scripting.

**Quicken Loans, Detroit, MI May 2017 - Aug 2018**

**Role: Devops Engineer**

**Responsibilities**

* Participated in the release cycle of the product which involved environments like Development QA UAT and Production.
* Strong hands-on on **AWS** cloud services like EC2, S3, RDS, ELB, and EBS for installing, configuring.
* Worked with Amazon IAM console to create custom users and groups.
* Worked with various AWS EC2 and S3 CLI tools.
* Working on Migration of on-premise data to AWS RDS - MS SQL server and database.
* Worked on various Azure services like Compute (Web Roles, Worker Roles), Azure Websites, Caching, SQL Azure, NoSQL, Storage, Network services, Azure Active Directory, API Management, Scheduling, Auto Scaling, and PowerShell Automation.
* Experience Azure Table Storage and Blob on Azure SQL. Created stored procedures, nested queries, and triggers of the application.
* Responsible for web application deployments over cloud services (web and worker roles) on Azure using VS and PowerShell.
* Involved in developing the Azure Solution and Services like IaaS and Paas. Deployed Azure resource manager-based resources.
* Configured Azure Active Directory and managed users and groups
* Integrated AWS DynamoDB using AWS Lambda to store the values items and backup the **DynamoDB** streams.
* Used Cloud Front to deliver content from AWS edge locations to users, allowing for further reduction of load on front-end server.
* Worked in automation of Software Configuration Management (SCM) including repository setup, branching, merging, release management processes.
* Worked on CI (Continuous Integration) and CD (Continuous Deployment) methodologies by creating the master-slave architecture and integrating the Jenkins with various tools such as GIT, Sonar Qube, Junit, etc. by using different types of plugins available in Jenkins.
* Used Jenkins AWS CodeDeploy plugin to deploy to AWS. Creating and configuring Jenkins jobs, build and delivery pipelines. Scripting via Linux & OSX platforms: Bash, GitHub and GitHub API
* Developed build and deployment scripts using ANT and MAVEN as build tools in **Jenkins** to move from one environment to other environments.
* Automate provisioning and repetitive tasks using **Terraform and Python, Docker container, Service Orchestration**.
* Worked on Managing the Private Cloud Environment using Chef. Automated centralized configuration using Puppet.
* Wrote Ansible Playbooks with Python SSH as the Wrapper to Manage Configurations of AWS nodes and Tested Playbooks on AWS instances using Python. Run Ansible Scripts to Provide Dev Servers.
* Wrote playbooks for ansible and deploying applications using **Ansible**. Ansible-vault encryption mechanism.
* Setup Chef Servers, Chef Workstations, and Chef Nodes and involved in bootstrapping new infrastructure Chef Nodes. Configured multiple cookbooks, recipes, templates and attributes on workstations to be deployed to Chef Nodes.
* Scripting in multiple languages on LINUX and Windows Batch, Shell script, PowerShell.
* Monitored System/Application Logs of server using Splunk to detect Prod issues.

**Environment**: GIT, GITHUB, AWS, Azure, IAM, S3, Azure, Cloud Watch, Cloud Formation, Nginx, Ant, Maven, SonarQube, Microservices, Tortoise SVN, Bitbucket, Github, Chef, Ansible, Docker, Java, Agile, Apache, Apache Tomcat, Pivotal Cloud Foundry(PCF), Jboss, Bash, Shell, Perl, Python.

**GP TRANSPORTATION, INDIA Feb 2012 - Nov 2015**

**Role: UNIX/LINUX SYSTEMS ADMINISTRATOR**

**Responsibilities**

* Installing, tuning, troubleshooting and patching of Red Hat Enterprise Linux Servers.
* Installation and configuration of WebLogic and WebSphere application server.
* Installation, Configuration and maintenance of web servers, application servers, and database servers on Linux Servers.
* Scheduled Various regular, periodic, future and queue tasks by using corntab.
* User Account Management, Group Account Management, configuring dumb terminals, adding modems, formatting and partitioning disks, manipulating swap, local and remote printer management, taking and restoring backup, scheduling jobs.
* Worked with DBAs on installation of Oracle database, EBS consisting Oracle Financials
* Troubleshooting backup and restore problems and performed day-to-day trouble shooting for the end users on Solaris and Linux based servers.
* Worked with DBA team for database performance issues, network related issue on Linux / Unix Servers and with vendors for hardware related issues.
* Expanded file system using Solaris Volume Manager (SVM) in the fly in Solaris boxes.
* Develop, Maintain, update various scripts for services (start, stop, restart, recycle, cron jobs) UNIX based shell, Perl.
* Creation of VMs, cloning and migrations of the VMs on VMware vSphere 4.0.
* Decommissioning of the old servers and keeping track or decommissioned and new servers using inventory list.
* Handling problems or requirements as per the ticket (Request Tracker) created.
* Participated in on-call rotation to provide 24X7 technical supports.
* Configuration and troubleshooting - LAN and TCP/IP issues.
* Environment: Red Hat Enterprise Linux, Sun Solaris, Oracle, Weblogic, Shell, MS Windows 2003 server.