
VIPUL PATEL 

106, D-wing, Bhoomi Acropolis, Near Agarwal circle, Virar(west), Thane-401 303. 
Contact: +91–9158422490 Email: vipulp094@gmail.com  

 

Having experience of 6 years in Information Security Solutions primarily as Sr. Technical Consultant. 

Worked closely with Sales, Business Development Team and Technology teams to understand 

Customers and System needs to deliver Customer satisfactory. Quick and effective learning is a strength. 

Inclination towards new & niche technologies has always been the primary driving force. 

 

QUALIFICATION: 

 

▪ BE (Electronics and Telecommunication)     June,2015 
Mumbai University 
 

Technologies worked on: 
 

▪ Information Technology: 
o Database Security 
o Endpoint Security 
o Web Security 
o Network & Perimeter security 
o Netskope Cloud Security 

 

WORK EXPERIENCE:  Total Experience of more than 6 Years. 

Company Name : Wipro ltd. 
Tenure   : 3rd March 2022 
Profile   : Sr. Project Engineer 
Responsibilities-  

▪ Help multiple customers and clients to carry out and resolve implementation 
issues or operational issues on Imperva DAM. 

▪ Perform health checks on DAM for customers and help them with appropriate 
recommendations and changes required to streamline the solution. 

▪ Help organizations with documentations on the working of DAM solution. 
▪ Attended trainings on Imperva DAM L3, Symantec DLP L3 and SC400. 

 

Company Name : Inspira Enterprises ltd. 
Tenure   : 2nd August 2021 – 28th February 2022 
Profile   : Sr. Technology Consultant 
Responsibilities-  
 

▪ Implementing and Monitoring Imperva DAM Solution for Bank of India. 

mailto:vipulp094@gmail.com


▪ Policy creation and help customer build policies depending on the requirements 
and RBI guidelines. 

▪ Daily Logs Analysis, Alerts monitoring and Audit Data monitoring. 
▪ Finetuning the Security Alerts and Audit logs and help teams mitigate and take 

appropriate action on the same. 
▪ Do Risk Assessment scans for various flavors of DB servers as well DBs and help 

team mitigate the same as to comply to Audit. 
▪ Only point of contact for all the application owners to integrate DAM solution 

and mitigate any issues aligned to the Risk assessment open points. 
▪ Excellent proficiency on communications and interpersonal skills to make 

understand the product working to different teams with different backgrounds 
and at higher-level management. 

 
Company Name : Meta Infotech Pvt ltd. 
Tenure   : 4th January 2016 – 31st July 2021 
Profile   : Technical Consultant 
Responsibilities-  

   Worked as Team lead for Imperva Solutions Projects: 
▪ Implementing and perform Health Checks for Imperva Database Activity 

Monitoring solution for various multiple customers (ICICI Bank, Axis Bank, 
IndusInd Bank, NPCI & Sunpharma). 

▪ Leading a Team of 8 Engineers working on Imperva Solution deployed on 
Customer Sites (Imperva DAM & WAF Solutions). 

▪ Working with Product management and support to find solutions to existing 
Customer challenges & issues. 

▪ Conducting Demos, presentations to customers and training on DAM solutions 
to different department and at high management and Stake holders 

▪ Perform a Health check per customer, review them and present the existing 
ongoing issues to the customer with relevant solutions and improvement. 

▪ Implemented Imperva DAM at ICICI Bank. 
            
            Worked at client Bharti Airtel as Technical Consultant (Pre-Sales Engineer): 

▪ Conducting POCs, Implementations, Demos for the customers of Bharti Airtel 
for Western Region. 

▪ Working closely with Sales team and help them penetrate their accounts to 
create opportunities in Cyber Security domain. 

▪ Meeting Customers to understand their Architecture, Requirements, pain areas 
and propose Security Solutions accordingly. 

▪ Proposing a Solution also includes interacting with various OEMs and Partners 
for Pricing / Quotations of the Product / Licenses, pricing for Implementation, 
define Scope of Work and other documentations. 

▪ Carried out Implementation of Symantec SOC MSS and Support for CRISIL ltd. 
▪ Implemented all the Security devices while coordinating with various respective 

teams and close the Alerts or Security Incidents while gathering all the details 
required to close the Incident.  

▪ Conducted POC on Symantec DLP & Endpoint AV solutions. 
▪ Installation and configuration of Symantec DLP software. 



▪ Develop DLP Policies or Rule and Response rules, as per data requirements of 
the Organizations. 

▪ Analyse reports from DLP Tool, create document solutions and help documents. 
▪ Respond or Escalate reported Security Incident. 

 
Worked at client HDFC Bank as Technical Executive on various Cyber Security solutions: 

▪ Implemented and support for Citrix XenMobile MDM in HDFC Bank. 
▪ Enrolling the device and troubleshooting the issues related to the applications. 
▪ Preparing various monthly reports and ppt for team meetings as well as monthly 

Bank meetings. 
▪ Maintaining records and data such as Audit Reports, Vulnerability Assessments, 

Daily Checklist, Daily and monthly activity, User’s data, etc. 
▪ Implemented Symantec Solution Security Analytics, SSL Visibility Appliance at 

HDFC Bank.  
▪ Whitelisting of certain URLs or IPs as & when required in SSL Visibility Appliance 

and troubleshooting.  
▪ Also, implemented SmokeScreen Solution which is used by the organizations to 

prevent their network environment by creating decoys.  
▪ Creating decoys such as Network decoys, Threat Intel decoys, AD decoys, etc. 

and Monitor SmokeScreen device if any Threat or Cyberattack is detected in 
Bank Network premises.  

▪ Worked on Symantec Web Security Services (Cloud Proxy) for UPL Pvt ltd. 

 

CERTIFICATES AND TRAINING: 

▪ CEH version 10 (Certified)  

 

 

PERSONAL DETAILS: 
Date of Birth  : 15th April 1994 
Languages known : English, Hindi, Gujrati & Marathi. 
References                : Available on Request. 
Notice Period  : 1 Month. 
I hereby declare that the above-mentioned details are true to my knowledge. 

(Vipul.Dilip.Patel) 


