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· [bookmark: _inx73jfg7qti1]10+ years in the IT industry
· [bookmark: _inx73jfg7qti2]8 years in Cloud & DevOps technology in production environments
· [bookmark: _inx73jfg7qti3]5 years of Python development & Linux administration
· [bookmark: _sqf1tlmiwrvd]Expertise in DevOps tools & technologies, software development, cloud engineering
· [bookmark: _hwhwpjy6dijx]Past projects involved CI/CD pipeline, AWS Cloud
[bookmark: _smby5gbwutkr]TECHNICAL SKILLS
· Cloud - IAC in cloud-based platforms (AWS,), Azure Cloud Terraform, CloudFormation
· DevOps & Container – CI/CD, Jenkins, Docker, Ansible, Kubernetes, git, AWS Codecommit, Codedeploy, Codebuild
· Programming Languages - Python, JavaScript, SQL, R, Scripts JQuery, MATLAB, Mathematica, C#, C/C++, bash, PowerShell, Json, Perl.
· Operating Systems – Ubuntu, Windows, Linux & Unix, Windows Server (2008-2016), VMware, VSphere, Virtual box.
· Development - Git, GitHub, GitLab, Bitbucket, SVN, Mercurial, Trello, PyCharm, IntelliJ, Visual Studio, Sublime, JIRA, TFS, Linux, Unix
· Data Extraction & Manipulation -, SQL, NoSQL, Data Warehouse, Data Lake, SWL, HiveQL, AWS (RedShift, Kinesis, EMR, EC2, Lambda)
· QA & Monitoring – CloudWatch, Sellenium, TestNG, Postman, JUnit, Cucumber, Protractor, Jasmine, Nagios, Prometheus, Splunk
· Qualys Certified on Cloud Security
[bookmark: _2abxnqzns9i]PROFESSIONAL SUMMARY
· Experienced in using various AWS Services including Computing, Networking, Database, Storage, Monitoring, & Security Services like EC2, EBS, S3, EFS, CLI, VPC, RDS, SES, ELB, EMR, ECS, AMI, IAM, Route 53, Auto Scaling, Cloud Foundry, Cloud Front, Cloud, Glue, Formation, Cloud Trail, Elastic Cache, CloudWatch, Redshift, EKC Fargate, Cluster, Lambda, EKS, Athena, API Gateway, Directory services, Cognito, SQS, SNS, DynamoDB, Elastic search, Elastic Beanstalk & KMS AWS Trusted advisor, AWS Cost Explore, Budget, Billing AWS Shield.
· Experienced in designing & deploying applications utilizing almost all the AWS & focusing on high-availability, fault tolerance & auto-scaling in AWS Cloud Formation, deployed services & security practices.
· Hands on Experience in AWS infrastructure using IAM, API Gateway, CloudTrail, CloudWatch, Amazon Simple Queue Service (Amazon SQS), AWS Kinesis, Serverless, Lambda, NACL, Elastic Beanstalk, Redshift, & CloudFormation.
· Experience in building CI/CD in AWS environment using AWS Code Commit, Code Build, Code Deploy & Code Pipeline.
· In-depth understanding & capability to work with Cloud environments like Microsoft Azure & Google Cloud Platform (GCP)
· Experience in creating Azure Resources Group using Resource manager for monitoring resource within the resource group.
· Experience in Microsoft Azure IaaS provisioned Virtual Networks, Virtual Machine Scale Sets, Container Instances, CLI, Traffic Manager, Monitor, Express Route, Load Balancer, Application Insights, Route, Application Gateways & Auto-Scaling.
· Deployed Azure IaaS virtual machines (VMs) & Cloud services (PaaS role instances) into secure VNets & subnets.
· Designed Azure Virtual Networks (VNets), subnets, Azure network settings, DHCP address blocks, security policies & routing.
· Provided high availability for IaaS VMs & PaaS role instances for access from other services in the VNet with Azure Internal Load Balancer
· Experience on Ansible & Ansible Tower to automate repetitive tasks, to deploy critical applications quickly, & proactively manage the changes & wrote many playbooks to manage Web applications. Experience in installing & configuring the Ansible management node to deploy the configuration to the end user nodes.
· Authored Playbooks in Ansible using YAML scripting & Manifests in Puppet using DSL to provision Nginx, Apache Spark, Apache Web servers, Tomcat servers. & custom modules with Ansible Playbooks to automate AWS services like Launching EC2, Provisioning IAM, Configuring VPC.
· Expert in setting up the CI/CD pipeline using Jenkins, Maven, Nexus, GitHub, Puppet, Terraform & AWS.
· Proficient with container systems like Docker & container orchestration like EC2 Container Service, Kubernetes, worked with Terraform. Managed Docker orchestration & Docker containerization using Kubernetes.
· Used Kubernetes to manage containerized applications using its nodes, Helm Charts, Config Maps, selector, Services & deployed application containers as Pods.
· Implemented CI/CD pipeline for application using Jenkins as CI tool for integrating different tools like GitHub (Source Code Repository), Maven (Build Tool), Junit (Code Testing), & Nexus Artifactory.
· Experience in integrating code quality tools such as SonarQube, Veracode in CI/CD pipelines.
· Responsible for installing Jenkins master & slave nodes & involved in GIT plugin & scheduled jobs using Poll SCM option.
· Experienced with monitoring tools like Splunk, Nagios, CloudWatch & ELK (Elastic Search, Logstash, Kibana).
· Experience in all phases of Software development life cycle (SDLC) worked on build & release of quality software, Waterfall model, Agile Methodology (Scrum & Kanban).
· Debugged our APIs using Splunk logs & made performance analysis through AppDynamics & Nagios for Resource Monitoring/Network Monitoring/Log Trace Monitoring.
· Experienced with Java 8 features like Streams API, Default & Static methods in Interfaces, Lambda Expressions, & Optional Class.
· Experienced In developing Microservices Architecture using REST APIs, Spring Boot, & Spring Cloud & created dynamic documentation for RESTFUL web service using Swagger.
· Designed detailed Migration Plans for Workloads from any platform to AWS

[bookmark: _5sh58lh512k2]EXPERIENCE
[bookmark: _mu43qcboozqe]Ford,  Remote - AWS DevOps Engineer
February 2019 - PRESENT
· Real time experience in AWS broad range of services such as provisioning EC2, AMI, VPC, ELB, Auto-Scaling, Security Groups, IAM, EBS, AMI, S3, SNS, SQS, Route53, ELB, CloudWatch, Cloud Formation, Cloud front, Cloud trial, RDS, EMR, & Redshift.
· Created & Configured Red Hat Linux Environment & Solaris Virtual Machines in AWS using EC2, Elastic IP, VPC, Subnets, Route Tables, NAT Gateway.
· Involved in AWS EC2/VPC/S3/SQS/SNS based automation through Terraform, Ansible, Python, Bash Scripts. Adopted new features as they were released by Amazon, including ELB & EBS
· Deployed AWS Lambda code from Amazon S3 buckets. Created a Lambda Deployment function & configured it to receive events from your S3 bucket.
· Created Python Scripts to Automate AWS services, ELB, CloudFront Distribution, ECS, database, EC2 & database security groups, S3 bucket & application configuration, created stacks with single servers or joins web servers & loaded the big volume source files from AWS S3 to redshift with Talend Big Data tool.
· Designed AWS CloudFormation templates to create custom sized VPC, subnets, NAT to ensure successful deployment of Web applications. Used CloudFront to deliver content from AWS edge locations to users, allowing for further reduction of load on front-end servers. Managed & analyzed petabyte-scalable data (AWS Redshift cluster).
· Written reusable Templates for provisioning AWS infrastructure as a code using Terraform to build staging & production environments.
· Deployed LAMP based applications in AWS environments, including provisioning MYSQL-RDS & establishing connectivity between EC2 instances & MySQL-RDS via security groups & processed data streams in AWS kinesis using AWS Lambda.
· Worked on User admin groups, maintaining account & monitoring system performance using AWS CloudWatch.
· Designed Network Security Groups (NSGs) to control inbound & outbound access to network interfaces (NICs), VMs & subnets.
· Strong experience in automating Vulnerability Management patching and CI/CD using Chef and other tools like GitLab, Jenkins, and AWS/Open Stack.
· Used Docker to virtualize deployment containers & push the code to the EC2 cloud using PCF. Used Spring Cloud Boot for Microservices development.
· Planning & coordinating the execution of Implementation along with Technical/Business validations post every Maintenance/Major release in ServiceNow.
· Setup & Implementing Continuous Integration & Continuous Delivery (CI & CD) Process stack.
· Used Jenkins & pipelines to drive all microservices builds out to the Docker registry & deployed to Kubernetes.
· Maintenance and Vulnerability Management of Hybrid infrastructure and CI/CD using Chef - Cookbooks.
· Written scripts to containerize using Dockers & orchestrate it using Kubernetes & Configured the services using modern DevOps tools, like Ansible.
· Worked on Docker hub, creating images & handled multiple containers as a cluster with Docker Swarm, Weave & Compose for various applications written in Node.js .
· Customized Ansible modules for finding facts about AWS CloudWatch alarms & taking actions to pause/Unpause those alarms during deployments.
· Improved Ansible with use of EC2 for accessibility, run deck as a job scheduler, Jump Cloud as directory service, Docker for containerization, & Nginx to provide container security.
· Developed PowerShell scripts to automate the project creation, setting permissions for users, groups in TFS.
[bookmark: _4bxvjhnkhui2]Southwest Airlines,  Atlanta GA - AWS DevOps Engineer
May 2018 - January 2019
· Setup & build AWS infrastructure using various resources, VPC, EC2, S3, IAM, EBS, Security Groups, Auto Scaling, Transfer for SFTP, Elastic Beanstalk, CloudFront, VPC, CloudWatch, Lambda, Trusted Advisor, RDS, Cost Explorer & AWS CLI.
· Implemented rapid-provisioning & management for Linux using Amazon EC2, Ansible, & custom Bash scripts. Implement Life-cycle Policy for snapshots.
· Written Templates for AWS infrastructure as a code using Terraform to build staging & production environments.
· Deploy Amazon Web Services (AWS) resources using AWS Cloud Formation.
· Created alarms & notifications for EC2 instances using CloudWatch.
· Trigger AWS lambda using CloudWatch scheduled events.
· Managed Identity & Access Management (IAM) service in AWS for assigning roles & policies to users & used the IAM console to create custom users & groups.
· Maintaining Tagging compliance for all the AWS resources, update all the tags using AWS CLI.
· Get resources metrics using AWS CLI, like Max/Avg CPU utilization, Enabling ENA for the latest generation of EC2, changing Instance profile/IAM role, Change & describe Instance attributes, resource tagging & Create AMI Image.
· Ensuring regular Tag compliance & Patch compliance to the servers.
· Creating S3 buckets & maintained & utilized the policy management of S3 buckets & Glacier for storage & backup on AWS.
· Provide technical assistance to all phases of the Cloud Program, including Infrastructure as a Service (IaaS), Platform as a Service (PaaS).
· Worked with Jenkins pipeline suite for supporting the implementation & integration of continuous delivery (CD) pipelines into Jenkins.
· Installing, configuring & administering Jenkins Continuous Integration (CI) tool on Linux machines along with adding/updating plugins such as GIT, Maven, & Ansible.
· Used Ansible/Ansible Tower as a configuration management tool to automate daily tasks, rapidly deploy critical applications, & proactively manage change.
· Provisioning, operating, & maintaining systems running on AWS & Configuration management using Ansible, & deployed microservices using Ansible.
· Knowledge in Ansible Components like Ansible Vault & Ansible Galaxy.
· Enable SSH access to servers from the Jump server without key or password using Ansible & shell.
· Involved in Configuration Automation & Centralized Management with Ansible & also Implemented Ansible to manage all existing servers & automate the build/configuration of new servers. All server types were fully defined in Ansible, so that newly built server could be up & ready for production within 30 minutes of OS installation.
· Worked with Ansible for deployment of Security tools, Nagios agents, Nagios Servers, in different environments.
· Define Terraform modules such as Compute & Users to reuse in different environments.
· Established & applied appropriate branching, labelling/naming conventions using GIT source control.
· Configured GIT plugin to offer integration between GIT & Jenkins.
· Deploy build Artifacts to the application server using Maven.
· Write Maven POM.xml files to automate build activities.
· Shell scripting for scheduling automated backups from a file system (mounted as a local mount point) to a local disk using rsync & send email upon completion.
· Integrated Maven builds with Jenkins.
[bookmark: _hpyyozla5zvs][bookmark: _hpyyozla5zvs]
[bookmark: _2eqvaqa1jifc]Verizon,  Charlotte NC - AWS Engineer
August 2016 - May 2018
· Created architectural diagrams based on the client requirements for their application hosting in the AWS Cloud Environments
· Provisioned AWS resources using management console as well as Comm& Line Interface(CLI)
· Setup specific IAM profiles per group utilizing newly released APIs for controlling resources within AWS based on group or user.
· Configured alarms in CloudWatch for monitoring the server's performance, health, CPU utilization, Memory & disk usage.
· Configured AWS Multi Factor Authentication in IAM to implement 2 step authentication of user's access using Google Authenticator & AWS Virtual MFA.
· Implemented a continuous build-test-deployment (CI/CD) system with multiple component pipelines using Jenkins & Docker to support weekly releases & out-of-cycle releases based on business needs.
· Provided container management using Docker by writing Dockerfiles & set up the automated build on Docker HUB & install & configured Kubernetes.
· Involved in implementing Ansible playbooks configuration & maintaining them in several environments on AWS cloud
· Used CI/CD tools Jenkins, Git, Jira & Docker registry for configuration management & automation using Ansible.
· Installed, deployed & managed Linux RedHat Enterprise 7.x, CentOS, Ubuntu, & installed patches, packages for Red Hat Linux Servers.
[bookmark: _t8xe9s77ofp]FedEx,  Lauderdale FL - Linux Systems Engineer
August 2014 - May 2016
· Installed, Configured, monitored and administration of all UNIX/ LINUX servers which include the design and selection of relevant hardware to support the installation/upgrades of RedHat, Ubuntu operating systems.
· Responsible for creating users, managing user permissions, maintaining user and file system quota, installed and configured DNS.
· Worked along with DBA team for database performance issues, network related issues on LINUX/UNIX servers and with vendors regarding hardware related issues.
· Monitoring CPU, memory, hardware and software Raid, physical disk, multipath, filesystems, network using Nagios 4.0 monitoring.
· Hosting servers using Vagrant using Oracle virtual machine.
· Automate daily tasks using bash(shell) script, documenting the changes in the environment and in each server, analyzing the error logs, user logs and /var/log messages.
· Satisfying industry standards by securing systems, directory and file permissions, groups and supporting user account management along with the creation of users.
· Performing kernel and database configuration optimization such that I/O resource usage on disks.
· Created and modified users, groups with SUDO permissions.
· Administered local and remote servers using the SSH on daily basics.
· Experience on analyzing and monitoring of log files to trouble shoot issues.
· Environments: Linux, Shell scripting, Git, Apache tomcat, Nginx, Network logs, Trouble shooting, Nagios, Vagrant, VM ware.
· Involved in implementing Ansible playbooks configuration & maintaining them in several environments on AWS cloud
· Used CI/CD tools Jenkins, Git, Jira & Docker registry for configuration management & automation using Ansible.
· Installed, deployed & managed Linux RedHat Enterprise 7.x, CentOS, Ubuntu, & installed patches, packages for Red Hat Linux Servers.
[bookmark: _w6rn2n287uko]Computers Plus Cellphones,  Orlando FL - IT Manager
August 2012 - August 2014
· Apply customer service skills to maintain quality reputation & high sales.
· Maintain an efficient working environment & quickly resolve customer issues via ticketing systems & remote access.
· Troubleshoot systems & resolve hardware/software problems.
· Integrate software systems & configure operating systems.
· Analyze technical matters, produce estimates, invoice repairs, & order parts.
· Improve store inventory processes & negotiate favorable vendor contracts to keep costs low.
· Stay informed with innovative computer programs & languages.
[bookmark: _pwnp1k6vsbh1]EDUCATION
[bookmark: _jpv9v4b642w5]BA, Management Information Systems - Applied Science University Amman, Jordan
2012
[bookmark: _3hy8rkwzatey]Certifications
• AWS Certified Solution Architect 
• Linux Professional
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