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**Career Objective:**

To work and grow in a professionally driven enterprise where I can use my experience & smart work to prove my worth. I would like to work for a position that offers recognition & challenges.

**Executive Summary:**

More than **3.8 years**  of progressive experience in the network & application security field. Knowledge on configuration, troubleshooting, management of network security infrastructure.

**Academic Information:**

* **Bachelors in Information Technology from Mumbai University with 60.07%**
* **H.S.C (2012)** from Guru nanak senior college with 54.47**%**
* **S.S.C (2010)** from Guru nanak high school with 61.07**%**

**Technical Skills:**

* **Fortigate Firewalls:** Fortigate 80D**,** 300C, 800D, 80E, 60E, 40C,100F,100E,1200D.
* **Palo Alto Firewalls:** PA5200, PA5260, PA5280
* **Checkpoint Firewall:** R80.20 , R81
* **Cisco ASA:** ASA5506
* **McAfee Web Gateway:** WBG 5000D
* **McAfee NIPS & NSM:** M8030 & NSM 8.0
* **SFTP:** Globalscape EFT 7.4.13.15
* **MDM:Workspace 9.4.0.11**
* **DAM: imperva Dam 12.5**
* **Symantec AV**
* **Trend Micro AV**

**Certification & Training:**

* **Fortigate** NSE1 and NSE2
* Training done on **Imperva DAM**

**Professional Experience: (3.8 years )**

1. Infosec Ventures(May 2017)**Designation:** Cyber Security Consultant (L1)

2. Sequretek (Feb 2020- Present) **Designation:** Cyber Security Consultant (L2)

3. Commedia (Jan 2022) Designation :Deputy Manger, Shift Lead, cybersecurity consultant (L3)

**Roles & Responsibilities:**

* Configuration and troubleshooting Fortigate, Palo Alto Firewalls
* NAT, PAT configuration.
* IPSec VPN, SSL VPN configuration & Troubleshooting
* NIPS signatures deployment
* Proxy Troubleshooting and policy creation
* Cisco ASA configuration
* SFTP configuration and troubleshooting
* Checkpoint troubleshooting and policy configuration
* Analyzing logs to check issues
* Configuration of policies, Routes, objects, Whitelisting urls, opening ports in Palo Alto & Fortigate firewalls etc.
* Giving url and application access through Web Gateway proxy
* Giving SSL VPN access through Hywork Console/ Hysecure Client and troubleshooting VPN connection errors
* Management of the logs, backups, reports and managing the in sync Fortigate devices in order to ensure the device is kept updated.
* Team member for various stages of network including analysis, implementation and documentation which helps in seamless transition of project.
* Providing global support to customers regarding VPN, applications and web access issues
* Raising tickets for incidents, follow-up, updating and closing the tickets in various ticketing tools Like BMC Remedy.
* Maintaining SLA of incidents
* Working on incidents, change requests and workorders.
* Imperva DAM policy configuration, Audit report, allow the privilege activity.
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